
“Go for gold!”“Go for gold!”
Be the consummate security professional! 
CISSP from (ISC)2 is the basis of advanced information 
assurance knowledge for IT professionals. Often referred to 
as the “gold standard” of security certifications, CISSP is 
one of the most important distinctions an IT professional 
can have on their resume.  CISSP certification shows 
mastery of a multitude of information assurance and cyber 
security topics, necessary for IT management and 
leadership  roles.  Our CISSP training covers topics ranging 
from operations security, telecommunications, network 
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CISSP Boot campCISSP Boot camp

a a CyberCyber--SheriffSheriff training course from     training course from     

from operations security, telecommunications, network 
and internet security, access control systems and 
methodology and business continuity planning.

COURSE OBJECTIVES
• To provide a clear understanding of the eight CISSP 

domains, plus insight into what (ISC)² is looking for in 
each  area

• To provide students with a practical approach to risk 
management and implementation of sound 
information security practices   

WHO SHOULD ATTEND
• Information  Security Officers
• Information Risk Managers & Analysts
• Info Sec & Regulatory Compliance  Professionals

COURSE BENEFITS
• Understand & appreciate the importance of sound 

information security practices
• Be equipped take a full & active role in helping 

organizations to secure their info & environments
• Benefit from hints, tips, templates and practical 

guidance
• Malaysia HRDF-claimable

For additional information, please For additional information, please 
contact us at:contact us at:
mmarketingarketing@cyber@cyber--sheriff.comsheriff.com

Day 2
4. Security engineering
5. Communications & network 

security
6. Identity & access management

Day 3
6. Security operations
7. Software development security
8. Security assessment & testing
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