
Competent managers needed! 
Cybersecurity threats are increasing rapidly, along with 
legal & regulatory requirements.  Requirements for 
competent individuals, who can help their organizations to 
effectively manage information risks, are also increasing 
rapidly.  CISM certification is globally-accepted, & 
demonstrates a level professional competence & skills to 
management that can ultimately help them get in control of 
their security challenges.
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CISM Boot campCISM Boot camp

a a CyberCyber--SheriffSheriff training course from training course from 

“Up your game!”“Up your game!”

COURSE OBJECTIVES
• To provide a clear understanding of CISM 

certification  requirements
• To provide students with an in-depth understanding 

information security governance, programme 
management, and practices

• To equip them to  effectively manage information 
security within their organizations

WHO SHOULD ATTEND
• Information  Security Officers
• Information risk & control analysts
• Information security & regulatory compliance  

professionals

COURSE BENEFITS
• Get prepared for CISM exam & certification
• Understand & appreciate the importance of proper 

information risk management
• Be equipped take a full & active role in implementing  

effective info sec processes and practices
• Benefit from hints, tips, and guidance based on 

practical experience
• Malaysia HRDF-claimable

For additional information, please For additional information, please 
contact us at:contact us at:
mmarketingarketing@cyber@cyber--sheriff.comsheriff.com
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