
We live in challenging times! 
Organizations face increasing cyber-security threats, ever-
changing regulatory requirements, plus increasing risk of 
financial losses, business interruptions and reputational 
damage.  Understanding the risks and taking control of your 
information security is an absolute necessity, if your 
business is to survive and thrive.  But how?
We will explain the risks that could impact your 
organization, and how best to address those risks by 
introducing you to the standards and practices for 

ONE-DAY COURSE OUTLINE

1. Introduction to cybersecurity
2. The threat landscape for 2017
3. Specific threats for senior 

executives & how to avoid them
4. The need for proper 

ONE-DAY COURSE OUTLINE

1. Introduction to cybersecurity
2. The threat landscape for 2017
3. Specific threats for senior 

executives & how to avoid them
4. The need for proper 

Executive Security AwarenessExecutive Security Awareness

a a CyberCyber--SheriffSheriff training course from training course from 

“Understand the risks!”“Understand the risks!”

introducing you to the standards and practices for 
managing cybersecurity.

COURSE OBJECTIVES
• To provide a current overview of the threats and 

potential impact that can affect all businesses.
• To provide a focused look at specific attacks on 

senior executives, and how to avoid them. 
• To introduce prevalent security standards and 

certifications and brief you on the need for an 
effective, info sec management system (ISMS)

WHO SHOULD ATTEND
• Business, government, and NGO executives
• Senior IT leaders

COURSE BENEFITS
• Understand the cybersecurity threat landscape, and 

specific threats to senior executives.
• Understand & appreciate the importance of 

information security & regulatory compliance.
• Benefit from hints, tips, and practical guidance
• Malaysia HRDF-claimable

For additional information, please For additional information, please 
contact us at:contact us at:
mmarketingarketing@cyber@cyber--sheriff.comsheriff.com
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