ISO 27001 Boot camp

a Cyber-Sheriff training course from
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We live in challenging times! COURSE OUTLINE

Organizations face increasing cyber-security threats, ever-

changing regulatory requirements, plus increasing risk of D 1 l
financial losses, business interruptions and reputational ay

damage. Being in control of your information security is an . 'Introduction

absolute necessity, if your business is to survive and thrive. :
The ISO 27001 international standard is the widest-known and . Overview .Of 1S027001
applied standard for information security management. . The “Plan” phase 4
Compliance with the standard assures you and your
stakeholders, partners and customers that you are managing
your information risks properly.

requirements & objectives

Day 2
COURSE OBIJECTIVES J k
e To provide a clear understanding of ISO27001 requirements 4. Ris mana'gement F 1
* To provide students with a practical approach to risk identiﬁcation’ assessment’
assessment, and risk treatment l
* To prepare them for the planning, implementation, & treatment approaCh
continuous improvement of an effective, information . The “Do” phase Al
security management system (ISMS) g ! 4
implementation & embedding
WHO SHOULD ATTEND
¢ Information Security Officers Day 3
* Information Risk Managers & Analysts
* Info Sec & Regulatory Compliance Professionals 6. The ”CheCk” & “Act” phases A%
continuous ISMS improvement
COURSE BENEFITS

+ Understand & appreciate the importance of information 7. Annex A = control ObjeCtiVES

security & regulatory compliance & controls
* Be equipped take a full & active role in helping {

organizations to be compliant with the standard
«  Benefit from hints, tips, templates and practical guidance to . FOF additional information, please

kick-start the building of a compliant ISMS. . . contact us at:

+ Malaysia HRDF-claimable. N \’ _ .
@% marketing@cyber-sheriff.com
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